
EXTERNAL THREAT
PREVENTION /
CYBER BRAND
MONITORING

CLOUD
SECURITY

SECURITY & VISIBILITY OF
CLOUD WORKLOADS.

APPLICATION
SECURITY

IDENTIFY SOFTWARE CODE VULNERABILITIES
& SOFTWARE SECURITY TESTING.

PERFORMING SAST, DAST & SOFTWARE
COMPOSITION ANALYSIS (SCA) ON CODE.

Surface Area; URLs ; Defacement; Fake
Mobile Apps; Negative News on Web 

Forums; Data Breaches; Dark Web
Information; Threat Intel API; Internal VA

SECURITY
CONSULTING
& SERVICES

VA/PT SECURE CODE
REVIEW

COMPLIANCE
ASSESSMENT

CYBER
FORENSICS

CERT-IN
Certified

option

Vulnerabilities
Identification in
software Code

ISO27001, HIPAA,
PCI-DSS, GDPR,

DPDP, SOC2: Type 1;
Type 2, TISAX

Incident Log
Analysis

SECURITY
& CYBER ASSURANCE

SECURITY
OPERATIONS
CENTER (SOC)

ENDPOINT
PROTECTION &
MANAGEMENT

Monitoring of:

Security Incident & Event Monitoring - SIEM ; Security Orchestration & Automation Response - SOAR ; User
Entity Behaviour Analytics - UEBA ; Web Application Firewall - WAF ; Secure Access Secure Edge - SASE ;
Privileged Access Management - PAM

THREAT: Detection - Hunting - Visualization - Reporting - Analysis - Intelligence.

Anti-Virus ; XDR - EDR, MDR; MFA ; DLP ; MDM ; End User Productivity Monitoring


